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(viii) Actual offset value. Provide the U.S. 
dollar value of the offset transaction without 
taking into account multipliers or intan-
gible factors. Should the offset transaction 
involve more than one NAICS code, please 
list the U.S. dollar values associated with 
each NAICS code. 

(ix) Offset credit value. Provide the U.S. dol-
lar value credits claimed by the offset per-
forming entity, including any multipliers or 
intangible factors. 

(x) Offset transaction performance location. 
Name the country where each offset trans-
action was fulfilled, such as the purchasing 
country, the United States, or a third coun-
try. 

§ 701.5 Confidentiality. 

(a) As provided by § 309(c) of the De-
fense Production Act of 1950, as amend-
ed, BIS shall not publicly disclose the 
information it receives pursuant to 
this part, unless the firm furnishing 
the information subsequently specifi-
cally authorizes public disclosure. 

(b) Public disclosure must be author-
ized in writing by an official of the 
firm competent to make such an au-
thorization. 

(c) Nothing in this provision shall 
prevent the use of data aggregated 
from information provided pursuant to 
this part in the summary report to the 
Congress described in § 701.1. 

§ 701.6 Violations, penalties, and rem-
edies. 

(a) Willful violation of the Defense 
Production Act may result in punish-
ment by fine or imprisonment, or both. 
The maximum penalty provided by the 
Defense Production Act is a $10,000 
fine, or one year in prison, or both. 

(b) The Government may seek an in-
junction from a court of appropriate 
jurisdiction to prohibit the continu-
ance of any violation of, or to enforce 
compliance with, the Defense Produc-
tion Act and this regulation. 

[74 FR 68141, Dec. 23, 2009] 

EFFECTIVE DATE NOTE: At 74 FR 68141, Dec. 
23, 2009, § 701.6 was added, effective Jan. 22, 
2010. 
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AUTHORITY: Sec. 232, Trade Expansion Act 
of 1962, as amended (19 U.S.C. 1862). 

SOURCE: 47 FR 14693, Apr. 6, 1982, unless 
otherwise noted. Redesignated at 54 FR 601, 
Jan. 9, 1989. 

§ 705.1 Definitions. 
As used in this part: 
Department means the United States 

Department of Commerce and includes 
the Secretary of Commerce and the 
Secretary’s designees. 

Secretary means the Secretary of 
Commerce or the Secretary’s des-
ignees. 

Applicant means the person or entity 
submitting a request or application for 
an investigation pursuant to this part. 

§ 705.2 Purpose. 
These regulations set forth the proce-

dures by which the Department shall 
commence and conduct an investiga-
tion to determine the effect on the na-
tional security of the imports of any 
article. Based on this investigation, 
the Secretary shall make a report and 
recommendation to the President for 
action or inaction regarding an adjust-
ment of the imports of the article. 

§ 705.3 Commencing an investigation. 
(a) Upon request of the head of any 

government department or agency, 
upon application of an interested 
party, or upon motion of the Secretary, 
the Department shall immediately con-
duct an investigation to determine the 
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